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COMPUTER SCIENCE (MOVES) THESIS PROPOSAL

A.  General Information
1. Name: Kok Soon Oliver Tan
2. Email: ktan
3. Curriculum: MOVES (399)

4. Thesis Advisor: John Hiles
5. Co-Advisor: None
6. Second Reader: Russell Gottfried, LCDR, USN
7. Academic Associate: Rudy Darken

8. Date of Graduation: March 2005

B.  Area of Research
The general research area of the thesis will be about the intent modeling of surface contacts for the purpose of asymmetric threat identification in busy ports and waterways.

C.  Research Questions
1. How can surface contact intent be modeled for the identification of hostile behaviors and potential threats in ports and waterways?

2. Will these models be sufficiently realistic to be used as a decision aid in maritime security?

D.  Discussion
The attacks on the Khobar Towers in 1996, in 2000, the terrorist bombing of the USS COLE in Yemen, and more recently the bombing of the French-flagged supertanker Limburg in the Arabian Sea off Yemen's Hadramut coast on 6 October 2002 have brought into focus the reality of asymmetric maritime terrorism and the vulnerabilities of ports, waterways and shipping routes.  Maritime security is especially critical for countries like Singapore, an island nation situated on the world’s busiest shipping routes, whose economic prosperity is highly dependent on international trade from her busy port, transshipping container terminals, petrochemical complexes and other high value units located along her coastline.
This thesis is inspired by the work done by Ozkan in the area of air threat assessment.  The thesis will attempt to borrow the ideas and techniques suggested for identifying air threats in the Air Defense Laboratory (ADL) and employ them to identify asymmetric maritime threats in the relatively less investigated but very important area of port and waterways security.
E.  Scope of the Thesis
The scope of the thesis will be limited to the development of intent models of surface tracks.  The models will be used to identify hostility and potential threats before they are able to strike.  This requires investigation into:

1. The movement and communication protocols used by vessels registered with the Vessel Traffic Systems (VTS) used in ports and waterways
2. The tactics and techniques of pirates and maritime terrorists

3. The intent modeling of surface tracks
4. The applicability of surface warfare threat assessment processes
The thesis will not cover the issue of track detection.  The issue of interdiction after a threat has been identified will also not be handled.

F.  Methodology
The attributes that define intent models of friendly, neutral and hostile surface contacts in ports and waterways can be extrapolated from the published VTS manuals, international and inland maritime navigation rules, surface threat assessment requirements reports and known terrorist tactics.  Additional operational knowledge will be elicited from pre-identified subject-matter experts, 3 from the Republic of Singapore Navy and 1 from the US Navy.  The design of the MAS will be derived from an earlier preliminary design report, Design of a Multi-agent System for Sea Contact Intent Tracking in Harbor Defense, submitted during the MV4015 course in Win’04.
A simulation of a mock VTS for the port of Singapore, the waterways and shipping routes around Singapore, will be built.  Akin to the ADL, the simulation will be used to test the ability of the models to identify the intent of simulated surface tracks.  Similar to the ADL, data and information will be blended into integration networks.  The surface track intent identification process taken by the MAS can then be obtained through the expansion of the integration networks.  This will allow the subject-matter experts to evaluate how realistic is the decision-making process used by the MAS.
G.  Chapter Outline
1. Introduction

2. Background

3. Design of intent models of surface contacts

4. Surface track simulation for model evaluation and analysis

5. Conclusion and recommendations
H.  Schedule
1. Literature review: 
26 June - 31 August 2004

2. Draft thesis, Cover through Chapter 2, and initial list of references:
01 October 2004

3. Development of intent models:
01 August 2004 - 01 November 2004
4. Construction of surface track simulation: 
01 October - 01 December 2004
5. Evaluation of models: 
15 November - 31 December 2004
6. Draft thesis to advisor(s): 
15 February 2005
7. Final thesis submission for signatures: 
01 March 2005

I.  Benefits of Study
The main intent of this research is to suggest possible surface contact intent models and identify key processes in the threat identification for maritime security.  The models and threat identification processes can either be integrated into an existing decision support system or be the basis of a future one for maritime security.  Ultimately it is hoped that the efforts and results of this research can be used to enhance the homeland security of Singapore.

J.  Anticipated Travel/Funding Requirements
None anticipated.
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