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Overview
The objective of Configuration Management (CM) is to establish and manage the configuration and control procedures for all of the Configuration Items (CIs). This plan is a functional part of the Software Development Plan (SDP). A separate Configuration Management Plan (CMP) has been produced in order to establish a common method of identifying, controlling, and recording the software baselines and configuration changes for each CI.
1.0 Identification
This Configuration Management Plan establishes the plan for the configuration management activities that should be performed during the development and implementation phases of the C-SAWS Project.
1.1 Purpose
The purpose of this document is to identify and define the overall methods and procedures necessary to perform configuration management for the C-SAWS Project.
2.0 Relationship to other plans
The CMP contains the common activities and procedures that must be performed by all members of the C-SAWS Project Team.  In the spirit of the IPT process, Team members are part of IPTs (IPT) where the role of Government and contractor is transparent.  This will allow information to flow freely and eliminate any disruption from occurring when the roles of Government and contractor are reversed.  

3.0 Order of precedence
In the event of conflict between the text of this document and its supporting documentation, the text of this document shall take precedence.

4.0 Source of documents
Copies of the referenced documents shall be available from project configuration control or the project library (web site).
5.0 Organizational Structure
A traditional project's configuration management structure has three major components. First, there is a Configuration Management Officer (CMO), who is responsible for the operation of the configuration management process and the maintenance of configuration control over the evolving products. Second, there is a program library and librarian, who has control and custody of all of the software products, both electronic and hard copy. Third, there is a Configuration Control Board (CCB), which decides which suggested changes will actually be made.

For this project the Software Development and Configuration Management IPTs combined (SW/CM IPT) with the same personnel serving in both roles.  This reduces the amount of communication necessary to complete the project.  One person is the lead for the SW/CM IPT and is chosen based mainly on experience with software and web based applications.  Configuration Control Boards are held jointly with project sessions when the entire C-SAWS project team is assembled.  

The roles and responsibilities of each components of the CM system are discussed below:
Configuration Management IPT:

Mike Rodriguez – SW/CM IPT lead

Bill Lockard – SW/CM IPT

Jim Thorne – SW/CM IPT

Gregg Dellert – SW/CM IPT

Configuration Control Board:

	Major Change
	Minor Change

	PMO IPT (chair)
	SM/CM IPT (chair)

	SW/CM IPT
	PMO IPT

	Q&A IPT
	Q&A IPT

	User/Customer 
	Kr IPT

	Kr IPT
	

	
	


5.1 Position Responsibilities
5.1.1 Software Development/Configuration Management IPT
The Software Development/Configuration Management IPT (SW/CM IPT) are the key individuals in a project's CM system. The CM IPT role begins with the development of a CM plan for the project and the establishment of a procedure that details each step in the CM process.  The program library is established in a manner compatible with the project's size and resources and the project's Change Request (CR) procedures are established. The distinction between the Government and commercial sides was transparent, with the distinction by title only.    

Each CR is initiated by the originator submitting it by e-mail or during a Project Team meeting to the SW/CM IPT as the first step in the CM process. If the CR was submitted via email, the CR is reviewed for clarity and completeness. If there are questions or issues the CR is returned to the originator for clarification.  If the request is made during the weekly Project Meeting, any questions or issues are clarified at that time.  The CM IPT reviews the suggested class of the change and assigns a working classification. The SW/CM IPT then assigns the CR a unique identifier for tracking purposes and records information about the CR into the change request database.

At this point, an official, complete CR exists and begins its process through the CM system according to the procedures established by the CM/SW IPT. After each step in the process, the CR is returned to the SW/CM IPT assigned Action Officer (AO), who ensures that the actions have been completed and records its new status in the database. For example, the CR has to be routed to the proper individuals for assessment of its impact. After the assessment is complete, the CR is routed back to the AO with the assessment report attached. The AO will then change the status in the database to assessment complete, and add the CR to the agenda for a CCB meeting.

The SW/CM IPT is also the secretary for the Project CCB’s, and is responsible for preparing and distributing the agendas, minutes and recording status of CRs that have been dispositioned by the CCB. The dispositioned items are acted upon by the SW/CM IPT. The SW/CM IPT sends rejected items back to the originator along with the CCB rationale for rejection. If the CCB feels that a CR needs further analysis, then the SW/CM IPT sends it back to the analysts with the CCB's questions attached. If the CCB deferred a CR, it must be filed and sent back to the board at the proper time. If an approved CR needs to be processed through the higher level CCBs, the SW/CM IPT is responsible for submitting the CR package to the next level CCB. Each of these actions requires the AO to update the tracking database.

After the change has been implemented (and tested, if the change was to code), the AO updates the tracking database to show the status of the CR as closed.
The SW/CM IPT is responsible for producing and distributing periodic CR database and individual product CR status reports, which are viewable from the C-SAWS web site. These reports keep everyone concerned informed as to the status of the proposed changes. The SW/CM IPT is also responsible for management of the CM library and for conducting functional and physical configuration audits.
5.1.2 Program Librarian
The program librarian operates the program library to manage the baseline software, data, and documents. The librarian accepts documents, code, data files, and other components of baselines and puts them in secure storage. The controlled storage for the C-SAWS project will consist of a folder on a SW/CM IPT member computer. The librarian issues working copies for authorized changes, and keeps records and historical copies of all versions of the components of baselines.  The role of the program library and librarian includes the storage and control of both software and associated documentation. The program library must control hard copy documents, computer files, and the physical media on which the latter is stored. It will have to have a procedure for archiving old versions of the system, of controlling the current version, and of accepting from developers potential new versions, which have to be verified. 

5.1.3 Configuration Control Board
The CCB provides a forum for the review and disposition of the proposed changes to baselined requirements, documentation, and software. The CCB is responsible for discussion of proposed changes and for voting or otherwise recommending to the CCB chair the disposition of those changes.
The CCB is a working group consisting of representatives from each of the functional Integrated Product Teams. The Project Manager (PM) is the CCB chairperson for major changes and the SW/CM IPT for minor changes. The SW/CM IPT prepares a review package for each CR, containing the change proposal, relevant documents, and the analysis by the developers, and sends it to the CCB members. The SW/CM IPT prepares the meeting agendas and records the meeting minutes.

At a CCB meeting, each CR on the agenda is covered in turn. Each member discusses the pros and cons of accepting the CR from her/his point of view and within his/her area of expertise. However, the CCB chairperson is responsible for making the final decision. CCB members do not have "voting rights" and CCB decisions are not made by majority rule. CCB decisions are management decisions that include the expenditure of resources, and the responsible manager must make the decisions. However, the CCB chairperson should carefully weigh the advice of each member before making the decision.
5.2 Resources
Software configuration management must be conducted utilizing the following capabilities. These capabilities shall include:
- A listing of all documentation being prepared for the system or component part of the system containing software.
- Prevention of the addition, deletion, or change to software items entered into the developmental configuration without traceability, and the unauthorized change of a baseline specification.
- The ability to retrieve the change status of baseline and documents entered into the developmental configuration.
- A listing of documentation issue status for systems and CSCIs pertinent to this plan.
6.0 Configuration identification
Three CI have been designated for the C-SAWS project. These CIs are as follows:
- Every WEBPAGE is designated a CI
- Every document is designated a CI.
- Every hyperlink in the project will be designated a CI.
6.1 Identification Methods
These three items were designated as CIs for the following reasons:
- WEBPAGES: Designated as a CI because each WEBPAGE of the WEBSITE will be treated as a unit that must be integrated together in order to develop the total site.
- Documents: Designated as a CI because each document must be managed and tracked in order to maintain version control.
- Hyperlinks: Designated as a CI because each of these links must be inspected to ensure that they work. Tracking these links as a CI will facilitate maintaining control of which work and which do not work and also ensures that all links are accounted for on the site.
The documents and spreadsheets used to track these CIs will be integrated to avoid redundancy.
6.2 Software documentation
The CI level documentation shall be identified using the following format:
Prior to Verification and Implementation
- Web pages: page # / Change #, example P1.1.1/C1
- Documents: document # / Change #, example D15/C1
- Hyperlinks: page # / hyperlink name / Change #, example P1.2.3.1/acqsites/C1
After Implementation
- Web pages: page # / Implementation #, example P1.1.1/I1
- Documents: document # / Implementation #, example D15/I1
· Hyperlinks: page # / hyperlink name / Implementation #, example P1.2.3.1/acqsites/I1

6.3 Change Requests
Change requests will be documented on the C-SAWS Configuration IPT web page. Additional documentation can be attached to the CR documentation window or the e-mail to the CMO as needed to ensure complete understanding of the specified change. CR must be received NLT 1400 hours (ET) on Wednesday in order to be implemented by the following Monday C-SAWS update.
All change requests for documents must be an electronic version of the change to the document. This shall be transmitted to the SW/CM IPT via email in Power Point, MS Word, MS Excel or MS Project, or graphical in JPG, GIF, or TIF format.  

6.4 Implementation Policy
Personnel on the SW/CM IPT will make any updates to the C-SAWS Web site. After apprval of CRs by the CCB on Wedensday the SW/CM IPT will update the C-SAWS Web site by close of business every Friday.

6.5 Reporting documentation
The following reports shall be used to control the configuration:

· Documentation Spreadsheet

· Hyperlinks Spreadsheet

- 
Requirements Spreadsheet
7.0 Definitions
Software Configuration Management: A process whose objective is the identification of the configuration of software at discrete points in time and the systematic control of changes to the identified configuration for the purpose of maintaining software integrity and traceability throughout the software life cycle. SCM consists of four basic processes:
- Configuration Identification
- Configuration Control
- Configuration Status Accounting
·  Configuration Authentication

Configuration identification: The process of defining each baseline to be established during the software life cycle and describing the software configuration items (CI) and their documentation that make up each baseline. First, the software must be grouped into configuration items. Once the CIs and their components have been selected, some way of designating the items must be developed. This is done by the development of a numbering and naming scheme that correlates the code and data items with their associated documentation. Finally, the CIs must be described by the documentation of their functional, performance, and physical characteristics.

Configuration control: The process of evaluating, coordinating, and deciding on the disposition of proposed changes to the configuration items, and for implementing approved changes to baselined software and associated documentation. The change control process ensures that changes, which have been initiated, are classified and evaluated, approved or disapproved, and that those approved are implemented, documented, and verified.
Configuration status accounting: The process used to trace changes to the software. I t ensures that status is recorded, monitored, and reported on both pending and completed actions affecting software baselines. This process also defines the current as-built status of the code and associated documentation.

Configuration authentication: The process of verifying that a deliverable software baseline contains all of the items which are required for that delivery, and that these items have themselves been verified, i.e., they satisfy their requirements. The authentication function usually consists of two "audits": a functional configuration audit (FCA) and a physical configuration audit (PCA). Functional audits authenticate that the software has been tested to assure that it performs in accordance with requirements in the baseline documentation. Physical audits authenticate that the software to be delivered contains all of the required components, documents, and data.

Functional Configuration Audit (FCA): Authenticates that the actual performance of the CSCI complies with the requirements stated in the baselined design documentation. This is accomplished by evaluating the test methods, procedures, reports, and other engineering and design documentation. It may not be possible to completely authenticate a CSCI until higher level integration is accomplished. Audit reports are prepared to document the results of the FCA. These audit reports are generally used as part of the documentation provided to the acquirer of the software as part of a phase ending review, such as the Acceptance Test Readiness Review.

Physical Configuration Audit (PCA): Formal examination of the as-built version of the component against the baselined technical documentation defining the component. The PCA assures that changes to be included in the version of software to be delivered are really included, that all required items of software, data, procedures, and documentation are included. Audit reports are prepared to document the results of the PCA and are used in the same reviews as the reports of the FCA.

Initial Acquirer Baseline: At the end of the software Concept and Initiation Phase, the Acquirer should establish an Initial Acquirer's Baseline that contains:
- The project Software Management Plan (SMP)
- Procedures developed to carry out the SMP
- System level requirements passed to the provider
After a software provider is selected, selected provider plans may be added to this baseline (provider SCM plan, for example). Alternately, these plans may be under provider control.

Software Requirements Baseline: This baseline is established after the completion of the requirements analysis phase and the satisfactory resolution of issues raised at the phase ending Software Requirements Review (SRR). It should contain:
- The software requirements specification
- Interface requirements documents
In addition the following should be baselined at this time if not done at the time of agreement between the acquirer and provider:
- Software development plan
- Software assurance plan
- Software SCM plan

Software Allocated Baseline: This baseline is struck after the completion of this phase and the resolution of any problems raised at the Software Preliminary (Architectural) Design Review (PDR). The baseline contains all the updated documents from the Requirements baseline, along with the following:
- The architectural design specification
- Documents showing how the requirements are allocated to the design
- Also baselined at this time should be:

- Software build (or release) plan
- Software test plan (high level)
Software Design Baseline: This baseline is established at the completion of the CDR. It must contain all updated documents from the previous baselines and the software detailed design specification. In addition, the build and test plans begun during the requirements phase and included (at a high level) in the previous baseline should be completed and baselined at this time.
Software Code Baseline: This baseline is established at the end of the software implementation phase. It should include, in addition to the updated contents of the previous baseline, the following:
- The code itself
- Code level documentation
- Users Manuals
- Test Procedures for the I&T Phase
- Data needed for operation of the software
Software Product Baseline: This baseline is established at the completion of the Integration and Test Phase. The software is to be ready for acquirer acceptance testing and delivery. It should include, in addition to the updated contents of the previous baseline, the following:
- The tested code
- Final versions of all products and documents
Software Accepted (As-Built) Baseline: This baseline is established after the acquirer has accepted the software. It should contain updated versions of the items in the product baseline, with corrections for non-conformances found during the acceptance process.

8.0 How it Actually Worked

To Be Published

9.0 Abbreviations
CCB - Configuration Control Board
CDR - Critical Design Review
CI - Configuration Item

CM - Configuration Management
CMO - Configuration Management Officer
CR - Change Request
CSCI - Computer Software Configuration item
FCA- Functional Configuration Audit
IPT - Integrated Product Team

PCA - Physical Configuration Audit
PDR - Preliminary Design Review
PMO - Project Management Office
SCM - Software Configuration Management
SRR - Software Requirements Review
VDD - Version Description Document

WIPT - Working Integrated Product Team
